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PRIVACY STATEMENT 

 
Global Campus respects your privacy. We process your personal data in order to carry out our work quickly 

and efficiently and to optimize our service to you. Guaranteeing the safety and privacy of your personal data 

is not only in your interest, but also in ours. Global Campus complies with the applicable laws and regulations, 

which set requirements for the use of personal data. 

 

Global Campus safeguards the quality, confidentiality, accuracy of the personal data it processes. We use 

adequate technical and organisational procedures to keep the information accurate, current and complete. 

If you request that certain information should not be used for further contact, we will comply with that 

request. As a result, your privacy will be maintained.  

 

The personal data that we process 

Personal data is any data that can be traced back to a person. Examples are your name, address and e-

mailaddress, but also your approved grants could be a form of personal data.  

 

Personal data that we process can be divided into several categories. We can use the following categories 

of personal data from you: 

 

Categories of personal 

data 

Data subject Goal Source 

Contact details: name, e-

mail address 

Researchers In order to be able to connect 

researchers to potential 

employers, publisits etc. Global 

Campus provides the publicly 

available name and e-mail 

address on its website. 

Bibliographic databases, 

such as OpenAlex, Pure 

Portal and Microsoft 

academic graph identifier 

 

Validation information: 

name, e-mail address, 

publications (including 

academic institute), 

amount of citations, 

biography (including 

carrier information), 

Microsoft academic 

graph identifier. 

Researchers To validate the research that is 

searched for, validation 

information is displayed on our 

website.  

Bibliographic databases, 

such as OpenAlex, Pure 

Portal and Microsoft 

academic graph identifier 

 

Financial information: 

approved grants, 

research proposals 

Researchers Research information is 

publicly available. This means 

every researcher has its 

publicly available financial 

Funder project databases, 

such as Cordis and Open 

Aire. 



 

 

Privacy statement Global Campus, version 1.1 (25-01-2023) 
2 

(including academic 

interests). 

information. This is part of the 

research information, thus 

shown on our website.  

Technical data: IP-

address, operating 

system, browser type, 

usage of website 

Users The IP-addresses are needed to 

secure the website of Global 

Campus, generate reports, 

system administration and 

analytics on the performance 

of our website.  

Website 

User information: 

username, e-

mailaddress search input  

Users To enable users to use our 

search engine, it is nessecary 

we process your username and 

search input. 

Website or SSO provider, 

such as SURF Conext and 

Edugain 

 

Purpose of processing 

We use the listed personal data to allow potential employers, funders, publicers and others to find relevant 

researchers and enable the users of Global Campus to validate the data they find.  

 

Legitimate basis 

Global Campus has a legitimate basis to process your personal data as stated above. In this paragraph we 

explain what this legitimate basis is and why it applies to us.  

 

Basis Explanation 

Legitimate interest Global Campus serves the public interest of academic research. We 

enable researchers to be found by relevant people, such as other 

researchers, funding bodies and journalist. This enables researchers to 

be found and to be consulted on their expertise. This is in the interest 

of Global Campus, because it enables us to provide for academic bodies 

and journalists. It is also in the interest of the researchers themselves to 

be found via our platform, because it supports them to put their 

academic work into practice with relevant bodies.  

 

To ensure security on our website and the functionality of the website, 

we have to process data such as IP-address, user activity, browser type 

and used operating system. This serves our legitimate interest as well.  

Consent To login to our portal, you could use SSO providers, such as Surf Conext. 

If you do so, you consent to us processing your data during that 

process.  
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Compulsory disclosure of personal data 

Sometimes we are required by law to retain or provide certain personal data about you, for example for 

taxes.   

 

In many cases, it is necessary to use some of your personal data in order to provide you with the service or 

product you purchase from us. In this case, the use of your data is necessary for the contract or pre-

contractual phase. In such cases, you are required to provide data to us because otherwise we cannot fulfill 

our legal and/or contractual obligations. 

 

Third parties 

Global Campus does collect data from third parties. This is the case for the data about researchers shown in 

the search engine. Global Campus gets its data via Bibliographic databases, such as Open Alex, which is an 

open source collector of research information or via a SSO provider. We use this to provide an easy usable 

tool to find exactly what you are looking for.  

 

The data of our users is provided by the users themselves. 

 

We do not distribute the (personal) data provided by you to other parties, unless this is necessary in 

relation with the performance of the contract or to comply with a statutory obligation. 

 

Existence of automated individual decision making  

Global Campus does use automated individual decision making because it is necessary for our services. This 

means that Global Campus uses information that is publicly available to create profiles of researchers. In 

addition, we use search input to provide you with relevant data. These profiles do not have a large effect on 

the researchers. In order to control your information that is used to create the profiles, one can adjust it at 

the source (the publisher). 

 

Transferring Data Outside Europe 

Global Campus only processes personal data within the boarders of the EU.   

 

Security of personal data 

Because the protection of personal data is vital to our organization, Global Campus ensures that we take 

appropriate technical and organizational measures to guarantee that personal data cannot be misused or 

otherwise fall into the wrong hands. We ensure that, if we transfer your personal data to other organizations 

such as processors, these organizations maintain the same standards. You can read more about this in our 

Security statement available at this link. 

 

Retention periods 

We will not retain your information longer than is necessary to fulfill the purposes stated in this Privacy 

Statement. This means that we do not store any information on research longer than it is available in our 

sources. We use live API’s to ensure accurate and up-to-date data. Your user data is only used to be able to 

https://globalcampus.ai/static/files/security_statement.pdf
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provide our services to you. After you have ended your subscription to Global Campus, parts of your data 

may persists in the logs for another year for security reasons. 

 

Your rights 

Global Campus believes it is important that you can properly exercise the rights you have under the 

regulation. Therefore, it is very easy to contact us via privacy@globalcampus.ai. You may exercise the 

following rights as data subject:  

• The right of access: you have the right to see what personal data we process about you. 

• The right of rectification: if the personal data we process about you is incorrect, you have the right 

to have it rectified. As we use open source data, we will redirect your request to our source if it 

applies to this type of data. 

• The right of deletion: if we no longer need your personal data for the purpose for which we received 

it, you have the right to ask us to delete it. If your request applies to the open source data on our 

website, we will redirect your request to our source. There are some exceptions to your right of 

deletion, such as our obligation to keep certain data for our financial administration.  

• The right to restriction: during the period that we are in the process of determining whether your 

data should be rectified, determining the (un)lawfulness of data processing or determining whether 

data should be deleted, you have the right to request the restriction of the processing. 

• The right of data portability: at your request, we must transfer all your personal data to you or 

another organization of your choice. You can only exercise this right if the data is processed on the 

basis of consent or on the basis of the performance of a contract to which you are party. 

• The right to object: if we process data based on legitimate interest or public interest, it is possible to 

object after which an evaluation of interests will follow. In the case of direct marketing you always 

have the right to object.  

 

Reporting a data breach 

You may, should you find a data breach, report it to us using privacy@globalcampus.ai.  

 

Cookies 

Our website uses both functional cookies and analytical cookies. Functional cookies allow you to use the 

website. These cookies process very little personal data of you as a user, which is why the impact of these 

are low and these cookies do not require your consent.  

 

We use analytical cookies to further improve our website. These cookies provide overall information on the 

traffic on our website, which allows us the pin point parts that do not work as we intended and improve it. 

As these cookies process limited personal data, no consent is required.  

 

Cookies are stored in the browser on your devices and you are able to delete them at any given moment. 

You could find the manuals for the most mainstream browsers here: 

• Google Chrome 

• Firefox 

mailto:privacy@globalcampus.ai
https://support.google.com/chrome/answer/95647?hl=nl
https://support.mozilla.org/nl/kb/cookies-informatie-websites-computer-opgeslagen?redirectlocale=nl&redirectslug=cookies-informatie-websites-op-uw-computer-opslaan


 

 

Privacy statement Global Campus, version 1.1 (25-01-2023) 
5 

• Internet Explorer 

• Safari 

 

If you do not wish to store any cookies in your browser, you could change your browser settings. You will 

receive a warning if a website wants to place cookies, with the possibility to (automaticly) deny placement.  

 

Please be aware that the cookies we use, help us to provide a usable website. If you do not wish to receive 

any cookies, we cannot guarantee the functionality of the website. 

 

Changes to this privacy statement 

We reserve the right to modify this privacy statement if required by law or regulation. Because of the above, 

you are requested to regularly read the privacy statement so that you remain aware of its current content. 

 

Contact 

Should you have any questions, complaints or comments, please contact us at privacy@globalcampus.ai.   

 

Submit a complaint to the supervisory authority 

Global Campus finds it very important to have satisfied customers, also regarding your privacy. Eventhough 

we do everything we can to achieve this, it may be possible that you are not satisfied. It is possible to submit 

a complaint to the supervisory authority. This can be done via: 

https://autoriteitpersoonsgegevens.nl/nl/contact-met-de-autoriteit-persoonsgegevens/tip-ons 

 

 

 
This privacy statement was drafted by Northwave Nederland B.V. commissioned by IDfuse. 

https://support.microsoft.com/nl-nl/help/17479/windows-internet-explorer-11-change-security-privacy-settings
https://support.apple.com/kb/PH5042?locale=en_US
mailto:privacy@globalcampus.ai
https://autoriteitpersoonsgegevens.nl/nl/contact-met-de-autoriteit-persoonsgegevens/tip-ons

